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Abstract:  

The article highlights the major concepts of systems integration in a military environment, 

especially the NATO Network Enabled Capability and Federal Mission Networking. Both 

concepts were implemented into the Czech Armed Forces and adapted to fit their ambi-

tions, possibilities, tasks and specific goals. The primary goal of this adoption was to 

achieve the capabilities to work in a coalition environment. The experiences from Intelli-

gence, Surveillance, and Reconnaissance integration projects are presented in the second 

part of the article. After assessing the current state, development goals are characterized 

as challenges that need to be addressed with a solution that is described. 
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1. Introduction 

Systems integration in a military environment is a complex and complicated task. Its 
main goal is to achieve interoperability amongst the NATO allies and to work, exercise, 
and fight together without limitations. Significant integration concepts, NATO Network 
Enabled Capability (NNEC) and Federal Mission Networking (FMN), are described in 
Chapters 2 and 4. Chapter 3 contains a Czech contribution to both concepts. 

The specific approach to system, technical and technological integration issues is 
discussed in Chapter 5 as regards Intelligence, Surveillance, Target Acquisition and Re-
connaissance (ISTAR). The current state of activities is characterized, and further 
development is indicated. Joint Intelligence, Surveillance, and Reconnaissance (JISR) 
are defined, according to alliance documents as follows: “The synchronization and in-

tegration of operations and intelligence capabilities and activities, geared towards 

providing timely information to support decisions. The ‘JISR Process Cycle’ is a com-

bined intelligence and operations function, requiring extensive cross�Community of 

Interest (COI) coordination and interoperability at many levels. NATO JISR integrates 
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alliance and national Intelligence, Surveillance and Reconnaissance (ISR) capabilities, 

policies, procedures and systems to provide information support to leaders, command-

ers and decision makers through political and strategic domains down to the tactical 

level.” [1]. 
In Chapter 6, the ISR system integration challenges relating to data formats, 

transport protocols, application protocols, and information exchange mechanisms are 
described. The practical experiences of the URC Systems for the Czech Armed Forces 
(CAF) projects are also presented. 

2. Network Enabled Capability  

“The Network Enabled Capability (NEC) is a new art of military operations and 

combat in the information age. It is the response to current and future challenges of the 

information age in the military field. From a broader perspective, NEC describes a 

combination of strategies, modern tactics, methods, and procedures that can be applied 

in networked military forces to achieve superiority over the enemy. In links sensors, 

command points, and combat systems operate in a collaborative environment. The NEC 

must ensure the exchange of information, utilizing communication networks which are 

interoperable and robust. These networks should also support the collection, fusion, 

analysis and distribution of information.” [2] (Fig. 1). 

 

Fig. 1 Concept and goals of the Network Enabled Capability [2]  

NNEC is concerned with increased flexible integration of command posts and de-
cision centers, sensors and sensor�systems, shooters, weapon and support systems in 
a network, to ensure effective operations. NNEC relies heavily upon the state�of�the�art 



Communication and Information System (CIS) technology. Success will depend on the 
ability to adopt and leverage the capabilities provided by technology. A transformation 
strategy that anticipates technology rather than waits for technology to become available 
is necessary. However, NNEC as a concept is far more than just CIS.  

“The focus on networks is highlighted in the first tenet, pointing to the need for 
a ‘robustly networked force’ to enable improved information sharing. The size, scope 
and reach of the network(s) required are determined by the missions, force structures 
and concepts of operations involved. The focus on information points to the need to 
exploit robust networking capabilities to improve information sharing; to enhance the 
quality of information shared, collaboration, and shared situational awareness. The fo-
cus on people and the benefits of working together in a networked environment is 
highlighted in portions of the third and fourth tenets. These highlight the role of im-
proved information sharing and shared situational awareness in allowing people to 
work together in new more effective ways and thereby to improve speed of command, 
leading to dramatic increases in mission effectiveness.” [2] (Fig. 2). 

Fig. 2 Roadmap of the implementing NNEC [2] 

3. Network Enabled Capability in the CAF 
The Czech national strategy of building the NEC has been understood from the outset 
in its complexity not only as a contribution of the Czech Republic to increasing its army 
capabilities, but also as a fulfilment of its commitment to NATO and its allies. The basic 
document was the Strategy of the NEC development of the CAF, which was accepted at 
the Ministry of Defense Board in October 2007 with the following conclusions [3]: 


